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Abstract 

Round-trip time (RTT) is defined as the round-trip delay of a data packet between a 

source and a destination node and is a very important metric for measuring the 

performance of network applications. The measurement and estimation of RTTs has 

received a great deal of attention in network measurement research over the years. An 

interesting question is how RTTs from different source nodes to a common destination 

node are correlated, which describes to what extent the RTTs exhibit the same changing 

trend. Such correlation is useful since it would make it feasible to only make some 

nodes perform RTT measurement while some others estimating RTTs based on the 

correlation, thus reducing the overhead incurred by RTT measurement. In this paper, 

we perform a quantitative analysis on the correlation of RTTs, in particular, how 

network topological properties can affect such correlation. Based on experiment data, 

our analysis shows that (1) correlations are not much different for path length 

combinations that only differ in the length of the shorter private path but will become 

the weakest in statistics when the lengths of the two private paths become the same; (2) 

correlations are not much different for path length combinations that have the same 

path length ratio (which is defined as the ratio of the length of the common path to that 

of the longer private path); and (3) correlation increases along with path length ratio 

with ratio 1/1 being the inflection point. The results from our analysis of RTT 

correlation can be applied not only to RTT measurement and estimation, but also to the 

deployment or selection of measurement nodes in a general network measurement 

infrastructure. 
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1. Introduction 

Round-trip time (RTT) is a very important network metric to measure the 

performance and quality of network applications such as VoIP and has thus become a  

basic parameter for network measurement. Consequently, understanding the correlation 

of RTTs between network nodes is very important for network measurement since such 

correlation can be used to allow some nodes to estimate RTTs based on the results of 

RTT measurement by some other nodes, thus reducing the overhead incurred by 

network measurement. It can also be used to determine where to best place 

measurement nodes to perform the measurement. Although RTTs between network 

nodes can be affected by topological factors such as path length and runtime factors 

such as path load, and thus the correlation, in this paper, we mainly focus on analyzing 
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the effect of path length on such correlation under several representative levels of 

network load. Our analysis relies on the experiment data generated using the simulation 

tool OPNET [1]. 

There has been some previous work on the study of network distance prediction 

which is related to our work. Francis, et al., proposed an architecture called IDMaps for 

estimating the latency of arbitrary network paths from some known nodes by running a 

spanning tree algorithm over the received distance map [2]. Chen, et al., proposed a 

system called Internet Iso-bar to cluster hosts based on the correlation of their 

perceived network distance for an overlay distance monitor system [3]. Agarwal and 

Lorch designed a latency prediction system for game match-making scenarios with one 

novel feature being the synthesis of geo-location with a network coordinate system [4]. 

Chen, et al., designed a system called Pharos that leverages multiple coordinate sets  at 

different distance scales so that one scale will be chosen each time for the prediction in 

order to achieve a high level of accuracy [5]. Liao, et al., formulated the problem of 

network distance prediction as a problem of guessing the missing elements of a distance 

matrix and consequently solved the problem by matrix factorization [6]. Hariri, et al., 

proposed a decentralized coordinate-based solution for Internet delay measurement by 

modeling the latency between each pair of nodes as a virtual distance between those 

nodes in a virtual coordinate system [7]. There has also been some other work that is 

related to delay measurement [8, 9]. 

The above work, however, has mainly focused on the measurement and estimation of 

delay but has hardly touched the issue of correlation of nodes with respect to delays, 

not to mention a thorough study of correlation between delays of network nodes. On the 

other hand, understanding such correlation between network nodes can provide us with 

an insight on how to architect a measurement infrastructure for the Internet based on 

delays as well as on how to design new methods for the measurement and estimation of 

packet delays in the Internet. It can also help to address the issue of how to select or 

where to deploy network monitors throughout the Internet [10, 11, 12]. For example, 

for delay measurement, we can develop algorithms to systematically choose some nodes 

dynamically as the monitoring nodes to perform actual measurement while making 

some other nodes estimate delays based on the correlation of RTTs between these two 

groups of nodes. 

In this paper, based on experiment data that we have obtained using OPNET, we 

study how network topological properties affect correlation. In particular, we analyze 

the effect of path length on the correlation of RTTs between network nodes and draw 

the following main conclusions for such correlation. First, correlations don’t exhibit 

significant difference for path length combinations that only differ in the length of the 

shorter private path but will become the weakest in statistics when the lengths of the 

two private paths become the same. Second, correlations are not much different for path 

length combinations that have the same path length ratio (which is defined as the ratio 

of the length of the common path to that of the longer private path). Third, the higher 

the path length ratio is, the stronger the correlation will get with the ratio 1/1 being the 

inflection point. These conclusions can be used to guide the design of algorithms for the 

estimation of delays with desired accuracy and for the deployment or selection of 

network nodes to perform delay measurement to achieve optimization in network 

measurement. 

The rest of this paper is organized as follows. In Section 2, we briefly describe the 

experiment that we have performed to generate the data on which we rely to perform 

the correlation analysis. In Section 3, we describe the formula for characterizing 
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correlation along with some notations that will be used throughout our discussion. In 

Section 4, we study how path lengths and path length combinations affect correlation to 

reach two major conclusions. In Section 5, we study how path length ratios affect 

correlation to reach the third major conclusion. In Section 6, we study the relationship 

between correlation and path length ratios to reach the fourth major conclusion. Finally, 

in Section 7, we conclude this paper in which we also discuss our future research 

directions. 

2. The Experiment 

Our goal in this analysis study is to quantify correlation between RTTs of two source 

nodes to a common destination node, in particular, the effect of path length on such 

correlation which describes to what extent the two sequences of RTT values that are 

observed respectively by the two source nodes have the same changing trend. 

2.1. Experiment method and simulation topology 

In our study, we first use PING to get RTT values over our experiment network and 

then the simulation tool OPNET to get RTT values with defined number of hops and 

level of load. The abstraction of our simulation topology is shown in Figure 1 in which 

we model the network with three subnets: two host the two source nodes that send 

PING packets for the measurement and the third hosts the destination node that receives 

the PING packets. In the subnets, the workstations involved send or receive PING 

packets and, at the same time, run the Raw Packet Generator (RPG) module offered by 

OPNET to generate self-similar traffic as the background traffic for the simulation 

network. Of course, there can be one or more other subnets between the ones that host 

the source and the destination nodes. We can see that, by varying the topological 

connections between the two source nodes and the common destination node in the 

simulation experiment using this abstraction, we can generate a full set of data that 

allows us to observe RTTs and to fully study the correlation of RTTs between the two 

source nodes to the common destination node. Such an abstraction captures all possible 

topological relationships between the two source nodes in terms of path lengths that can 

affect the correlation of RTTs. 

 

Figure 1. Abstraction of the simulation topology 

2.2. Experiment results 

We define the following three parameters in our experiment: 

 Path length. As pointed out in [13], the average number of hops in the Internet is 15-19 and 

the default maximum length of any path in the OPNET is 15 hops. Therefore, in our 
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experiment, we set the maximum length of any path to be 15 hops, which makes our 

experiment practical while still meaningful. 

 Path load. We model the load for the network in 3 tiers in the experiment: light, with an 

average utility of each path being 20% within the range [15%-25%]; medium, with an 

average utility of each path being 50% within the range [40%-60%]; and heavy, with an 

average utility of each path being 80% within the range [65%-95%]. 

 Traffic pattern. The pattern for the Internet traffic has been shown to be self-similar rather 

than Poisson [14]. Therefore, we use the RPG module in OPNET to generate self-similar 

traffic with a typical Hurst value of about 0.7 [15]. 

Based on our simulation topology and experiment configuration, we performed 

13,259 experiments using OPNET that cover all possible path lengths and loads and, as 

the result, have generated a set of 22,748,816 data for RTTs to allow us to perform a 

thorough study on the correlation of RTTs between two source nodes to a common 

destination node. 

3. Formula and Notations 

3.1. Correlation formula 

In our study, we use rank-based Kendall’s method to compute correlation [16] in 

which is defined as follows: 

2/)1(

),(2
1




NN

s 
                                                        (1) 

Suppose Y = y1, …, yn is a set of items to be ranked. Then, in this formula,  and are 

two distinct orderings of Y, ),( s  is the minimum number of adjacent transpositions that 

needs to be performed to bring to , and N is the number of items to be ranked. It has been 

shown that Kendall’s method is less sensitive to outliers and non-normality than the standard 

Pearson estimate [17]. 

3.2. Path lengths and loads 

Let A and B be the two source nodes and T be the common destination node, as shown in 

Figure 2. It is clear that Paths A-T and B-T share a common path M-T with length Hcom and 

load on the path is Ucom. Similarly, the length of private path A-M is Hpri_a and load on the 

path is Upri_a. Same can be said for node B, i.e., B-M, Hpri_b and Upri_b. In our analysis study, 

Hcom+max(Hpri_a,Hpri_b)≤15 and 0≤Ucom, Upri_a, Upri_b≤100%. We call “Hcom-Hpri_a-Hpri_b” a path 

length combination (LEC for short) and “Ucom-Upri_a-Upri_b%” a path load combination (LOC 

for short). 

In our analysis study, we mainly examine the cases in which the length of the common 

path Hcom≥1 and so is the length of the shorter private path. This is because when Hcom＝0, 

little remains in common for nodes A and B in terms of topological connections to T, making 

their RTTs in this case hardly correlated. We can thus derive a total number of 417 length 

combinations in the analysis. For network loads, since we use three representative tiers in the 

analysis, i.e., 20%, 50% and 80% to represent light, medium and heavy load, respectively, we 

can thus derive a total number of 27 load combinations in the analysis. 
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Figure 2. Notations for path lengths and path loads 

4. Correlation Analysis for Path Lengths 

We study how the lengths of the three paths, i.e., the common path and the two private 

paths, as well as path length combinations affect correlation in this section and reach some 

major conclusions regarding correlation of RTTs. 

There are always three paths in a path length combination and changing the length of any 

of them results in a new path length combination. Even after we fix the lengths of the 

common and the longer private paths, there could still be one or more path length 

combination resulting from one or more different lengths for the shorter private path. For 

each of the 27 load combinations, we measure the RTTs and derive the corresponding 

correlations using Formula (1) for different path length combinations and then analyze the 

results. 

4.1. Effective private path lengths 

Let’s first see how the length of the longer private path can have any meaningful effect on 

correlation. Figure 3 shows the results of correlation as the length of the longer private path 

varies from 14 to 1 (from 1 to 14). Note in the figure that almost all the data for the same path 

length from the experiment fall into a single range and the bold line within the range is the 

median of the results. It is clear from the figure that when the length of the longer private path 

is 8 hops or more, correlation is almost always below 0.2, a level that we consider to be too 

weak to be useful in actual RTT measurement and estimation and, consequently, to be worthy 

of further analysis. Therefore, we can use these results to reduce the amount of analysis work 

so that we can focus the analysis on more useful path length combinations. Moreover, even 

less or some more analysis work can be performed based on the results shown in Figure 3. 

4.2. The effect of shorter private path lengths 

The results of RTT correlations for the cases in which only the length of the shorter private 

path varies while the lengths of the common and the longer private paths remain unchanged 

are shown in Figure 4 in which, for clarity, we only show the results for seven different 

common path lengths, for the results for other common path lengths follow essentially the 

same pattern. Since the length of any complete path is at most 15 hops in our analysis, when 

the length of the longer private path is 7 hops, the length of the common path can be 8 hops at 

the most. Consequently, the length of the shorter private path can be between 1 and 7 hops, 

allowing us to present as many as 7 results for each common path length. For example, when 

the lengths of the common and the longer private paths are 9 and 6 hops, respectively, the 

length of the shorter private path can vary from 1 to 6 hops, having as many as 6 results for 

this particular common and longer private path length combination. We perform the analysis 
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for all possible common and longer private path length combinations and the results are the 

average of those for all possible load combinations for the same path length combination so 

as to provide a complete picture on the effect of path length on the correlation. 
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Figure 3. Correlation as the length of the longer private path varies 
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Figure 4. Correlation as the length of the shorter private path varies 

We can see from Figure 4 that correlations are not much different for the length 

combinations in which the lengths of the common and the longer private paths remain 

unchanged. That is, the length of the shorter private path doesn’t affect the correlation too 

much and it is the lengths of the other two paths that play a more significant role on the 

correlation. We perform more formal analysis below to explain this phenomenon. 

4.3. Variance analysis 

We use a mathematical method based on variance analysis to support the results illustrated 

in Figure 4 in which we show that varying lengths of the shorter private path won’t cause 

significant difference to correlation. 

For variance analysis, we arrange the correlations in a three-dimensional matrix in which 

the first dimension contains the 7 different private path length combinations denoted as a:a, 

a:a-1, …, a:a-6 as shown in Figure 4. Note that there is no private path length combination 

when the length of the common path is 15 hops. In this case, the value for the correlation is 

simply 0. The second dimension in this matrix contains the 14 different lengths for the 

common path and the third dimension contains the 27 load combinations. 

From this three-dimensional matrix, we extract 14 two-dimensional arrays in each of 

which the rows represent the 27 load combinations and the columns the number of private 
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path length combinations that have non-zero values for the correlation. We then do the 

variance analysis for each of the 14 arrays. When the length of the common path varies from 

1 to 12 hops, the corresponding arrays will have 3 or more columns, so we do the analysis 

with Friedman test [18]. Let Rij be the rank of xij within block i. The test statistic for Friedman 

test can be carried out using the following formulas: 

2

1
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When the length of the common path is 13 hops, the corresponding arrays will only have 2 

columns, so we do the analysis with Binom test [18] which is more suitable for verifying 

whether two sets are significantly different. Let p be the probability for getting the first 

category and q=1–p be that for getting the other category. The formula for Binomial test of 

significance is as follows: 
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                             (4) 

We don’t do any analysis when the length of the common path becomes 14 hops, for the 

corresponding array will only have 1 column. 

The threshold value for the variance analysis for both scenarios is 0.05 [18] and the results 

are shown in Figure 5. 
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Figure 5. P-values of variance analysis for the shorter private path length 

We can see from Figure 5 that almost all the p-values are far above the threshold of 0.05. 

We can thus conclude that differences in the length of the shorter private path won’t cause 

much difference to the correlation. In another word, the length of the shorter private path has 

an insignificant effect on correlation. Therefore, for any load combination, the common and 

the longer private path lengths together play the dominating role on correlation of RTTs 

regardless of the length of the shorter private path. 

4.4. The effect of longer private path lengths 

Although variance analysis shows that there is no significant difference among correlations 

for path length combinations in which only the length of the shorter private path varies, 

changing the length of the longer private path could have some effect on correlation. We now 
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perform analysis on the effect of the longer private path length on correlation to identify 

representative path length combinations. 

We define SetCLL as the set of all length combinations in which the lengths of the common 

and the longer private paths are the same, that is: 

LEC(xi, yi, zi)∈SetCLL(c, l) iff xi=c and max(yi, zi)=l, l≤i≤|SetLEC|                    (5) 

Note that |SetLEC| is the total number of such length combinations. With this definition, we 

apply further analysis on the arrays introduced in 4.3. Here, we extract 27 two-dimensional 

arrays, each corresponding to one of the 27 load combinations. The rows of each array are the 

private length combinations in which the number of non-zero value items range from 1 to 7 

depending on the length of the corresponding common path and the columns are the 13 

common path lengths. Again, we are only interested in common path lengths of up to 13 hops, 

for there is only one correlation value when the common path length is 14 hops and, 

consequently, no comparison can be made.  

In each of the 27 two-dimensional arrays, for every common path length, we arrange the 

correlation values in the column in an ascending order and assign a value (starting from 1) to 

a correlation that corresponds to its place in the ordering. There are thus at most 13 values 

based on such orderings for any private path length combination. We can then form 27 two-

dimensional arrays corresponding to the above 27 arrays in which correlation values are 

replaced with ordering values. We further average out all the ordering values from the 27 

arrays for the same array entry and list the results in Table 1 with the last column being the 

mean of each row, i.e., the average of the values for a private path length combination over all 

the 13 common path lengths. We can see from the table that private path length combination 

“a:a” has the smallest mean value, which corresponds to the weakest correlation. We can thus 

conclude that, for any given common path length, among all private path length combinations 

with the same longer path length, correlation is the weakest when the length of the shorter 

private path becomes the same as that of the longer private path. 

4.4. Summary 

From the above analysis, we can reach the following conclusions for any load 

combination: 

 RTT correlation is determined primarily by the length of the common path. For instance, 

when the length of the common path is 10 hops or longer (i.e., the length of the private 

paths is 5 hops or shorter), correlation reaches 50% or higher (see Figure 4). 

 When the lengths of the common and the longer private paths remain unchanged, varying 

the length of the shorter private path won’t cause significant change in correlation. 

Moreover, correlation becomes the weakest in statistics when the lengths of the two private 

paths become the same. 

5. Correlation Analysis for Path Length Ratios 

We have examined correlation between RTTs of two sources nodes for different common 

path lengths as well as for different private path length combinations. Based on the 

conclusions we have reached, we now examine correlation for more dynamic path 

configurations, i.e., for path length combinations with the same path length ratio which is 

defined as the ratio of the length of the common path to that of the longer private path. 
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Table 1. Mean values for private path length combinations 

 com_1 com _2 com _3 com _4 com _5 com _6 com _7 

a:a 3.962963 3.962963 3.370370 3.407407 3.185185 3.518519 3.555556 

a:a-1 4.111111 3.592593 3.518519 3.814815 3.777778 3.444444 4.148148 

a:a-2 3.296296 3.814815 3.518519 3.666667 4.185185 4.333333 3.444444 

a:a-3 3.888889 3.814815 4.148148 3.592593 4.185185 4.185185 4.074074 

a:a-4 4.222222 4.185185 4.962963 5.111111 4.259259 3.925926 4.148148 

a:a-5 3.814815 4.592593 4.481481 4.185185 4.370370 4.296296 4.629630 

a:a-6 4.185185 3.777778 4.000000 4.222222 4.037037 4.296296 4.000000 

 com _8 com _9 com _10 com _11 com _12 com _13 mean 

a:a 3.185185 3.555556 2.333333 2.296296 1.703704 1.370370 3.031339 

a:a-1 3.592593 3.000000 2.888889 2.555556 2.074074 1.629630 3.242165 

a:a-2 3.777778 3.888889 3.444444 2.629630 2.222222 X 3.518519 

a:a-3 4.851852 2.925926 2.814815 2.518519 X X 3.727273 

a:a-4 4.037037 4.074074 3.518519 X X X 4.244444 

a:a-5 4.333333 3.333333 X X X X 4.243802 

a:a-6 4.222222 X X X X X 4.150235 

5.1. Analysis of correlations 

In our analysis, we express path length combinations as (x, y, z1) and (n*x, n*y, z2) where 

x, y and z1 and z2 are the lengths of the common, the longer private and the shorter private 

paths, respectively, and define path length ratio r below: 

),max( __ bpriapri

com

HH

H
r  , 14,,1 __  bpriapricom HHH                       (6) 

Thus, r is the ratio of the length of the common path to that of the longer private path. 

Since the length of any path is at most 15 hops, we can deduce that there is a total number of 

71 path length ratios. Let’s further define path length ratio set Rr to be a set that includes all 

the path length combinations that have the same path length ratio, that is, 

LEC(xi, yi, zi)∈Rr iff xi/yi=n, 1≤i≤|SetLEC|                                     (7) 

From the experiment data, correlations for path length combinations that have the same 

path length ratio can be determined. For purpose of clarity, we only show the results that 

correspond to integer path length ratios. Since the length of any complete path is at most 15 

hops, there are at most 11 integer path length ratios, from 1/6 to 6/1, as shown in Figure 6 in 

which “x to y” denotes a path length ratio and “nc” denotes a path length combination within 

a path length ratio set. We can then see that correlations are very close to each other for path 

length combinations that have the same path length ratio, especially when the path length 

ratio is 1/1 or lower. Our reasoning is that correlations are already very weak when the path 

length ratio is 1/1 or lower. Even as the number of path length combinations increases, the 

correlations won’t change too much. When the path length ratio is higher than 1/1, however, 

correlations increase rather quickly as the value of the ratio increases. But for path length 

combinations that have the same path length ratio, correlations still remain close to each other. 
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Figure 6. Correlations for path length combinations with different path length 
ratios 

5.2. Variance analysis 

We perform variance analysis again to verify the results shown in Figure 6. First, we 

construct a three-dimensional matrix of 11*27*7 in which the first dimension denotes the 11 

path length ratios, the second denotes the 27 load combinations and the third denotes the 

maximum number of cases for each path length ratio which is 7. Second, we extract from the 

three-dimensional matrix 11 two-dimensional arrays each of which has 27 rows that 

correspond to the 27 load combinations and 2 to 7 columns that correspond to the number of 

cases for the respective path ratio. Third, we perform variance analysis for each two-

dimensional array using Binom test when there are only 2 cases for the path ratio and 

Friedman test when there are 3 or more. The results of the p-value from the analysis are 

shown in Figure 7(a) from which we can see that all the p-values are beyond the threshold 

0.05 (the p-value for path length ratio of 1/6 is 0.0508) when the path length ratio is 1/1 or 

lower. But for path length ratios higher than 1/1, all the p-values are below the threshold 0.05. 

So, the number of path length combinations for various path length ratios has non-trivial 

effect on correlation when path length ratio is higher than 1/1. When the ratio is 1/1 or lower, 

correlations for path length combinations that have the same path length ratios will only show 

insignificant differences to each other. 
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                          (a)                                             (b)                                            (c) 

Figure 7. Distrbution of the p-values for different path length ratios 

Since the results for path length combinations with path length ratios of higher than 1/1 

don’t look as nice as those with path length ratios of 1/1 or lower, we perform a finer analysis 

on set Rr using Wilcox test [18] when there are only 2 path length combinations for a path 

ratio and Kruskal test [18] when there are 3 or more to check if the median correlation values 
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have much difference. We apply this method to check the differences among the median 

correlation values for different path length combinations in the same path length ratio set. 

Suppose there are two vectors X and Y that have n1 and n2 items, respectively. We 

introduce a new vector Z to include all the items in X and Y and order the items in this new 

vector. Then, every item has its own rank based on its position in the new ordering and we 

denote the rank of the items from Y as Ri. The test statistics W for Wilcox test are calculated 

using the following formula: 








2

1

22
21

2

)1( n

i

iR
nn

nnW
                                        (8) 

For N=n1+n2+…+ng measurements that are based on g methods each of which has a group 

of ni items, denote rij as the rank of the jth item in group i (1≤i≤ng) in the total ordering of the 

N items. Then, the test statistics K for Kruskal test are calculated using the following 

formulas: 
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We can then compare every two path length combinations in the same path length ratio set. 

The results of the p-values based on Kruskal test are shown in Figure 7(b) from which we can 

see that nearly all the p-values of Kruskal test are far beyond the threshold 0.05 (actually, the 

minimum is 0.05846765). Therefore, we can conclude that the number of path length 

combinations for any path length ratio has trivial effect on the correlation and the median 

correlation values for the path length combinations in the same path length ratio set have 

insignificant difference. We can then use a median correlation value for a path length 

combination in set Rr to represent correlations for all the other path length combinations in 

the same set. 

Moreover, when applying load combinations of 20-20-20%, 50-50-50% and 80-80-80%, 

we are able to identify a supposed-to-be more obvious property for the path length ratios. In 

the analysis, we still use Binom test when there are only 2 path length combinations in a path 

length ratio set and Friedman test when there are 3 or more to do the variance analysis. The p-

values out of the analysis are shown in Figure 7(c) from which we can see that all the p-

values are beyond the threshold 0.05 except one (the median for path length ratio 2/1 is 

0.04824061). So, we can conclude that the correlations for different path length combinations 

with the same path length ratio have insignificant differences to each other regardless of 

network traffic condition. 

5.3. Summary 

From the above analysis, we can reach the following conclusions for any load 

combination: 

 The number of path length combinations with the same path length ratio has non-trivial 

effect on correlation when the path length ratio is higher than 1/1. Otherwise, correlations 

for path length combinations with the same path ratio have insignificant differences. 
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 Path length combinations with the same path length ratio exhibit trivial effect on correlation 

and the median correlation values for different path length combinations with the same path 

length ratio have insignificant differences. We can thus use the median correlation value for 

a path length combination to represent the median correlation values for all the path length 

combinations that have the same path length ratio.   

 Correlations for different path length combinations with the same path length ratio won’t be 

significantly different. 

6. Relationship between Correlations and Path Length Ratios 

Based on the analysis study that we have performed so far, we can now put things together 

to show the relationship between correlations and path length combinations. Figure 8(a) 

shows the distribution of correlations for every path length ratio statistically over a range with 

the median value being indicated with a bold line in the range. The median correlation value 

for a path length combination can then be used to represent correlations for different path 

length combinations with the same path length ratio. We can thus see that correlation exhibits 

an upward trend as path length ratio increases with 1/1 as the reflection point. We can also see 

that when path length ratio goes down to 1/6 or lower, correlation values fall to 0.37 or lower 

(within the range [-0.02073, 0.373886]), which can be considered weak, and, when path 

length ratio increases to 9/1 or higher, correlation values become 0.5 or higher (within the 

range [0.51734, 0.972678]), which can be considered strong. 
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Figure 8. Relationship between correlations and path length ratios 

For load combinations of 20-20-20%, 50-50-50% and 80-80-80% that are used to 

characterize general network traffic conditions, based on the results and conclusions reached 

so far, we can express correlations for path length combinations of the form “n*c,n*a,(a-m)” 

where “n” is a positive integer and “m” is also a positive integer less than a. The relationship 

between correlations and path length combinations can then be expressed using the 

relationship between representative correlations and path length ratios. Such a relationship is 

depicted in Figure 8(b) which shows that the higher the path length ratio is, the stronger the 

correlation becomes and that the path length ratio 1/1 is the inflection point. We can thus 

conclude that correlation of RTTs generally exhibits an upward trend and will get stronger 

along with the increase in path length ratio under any network traffic conditions. 

7. Conclusion 

In this paper, we presented a quantitative analysis on the effect of path length on the 

correlation of RTTs between two different source nodes to a common destination node using 
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data generated with OPNET, from which we reached the following conclusions: (1) 

correlations have insignificant difference to each other for path length combinations that only 

differ in the length of the shorter private path, moreover, correlations become the weakest 

when the lengths of the two private paths become the same; (2) correlations won’t have much 

difference to each other for path length combinations that have the same path length ratio; and 

(3) the relationship between correlations and path length ratios exhibits an upward trend and 

the higher the path length ratio is, the stronger the correlation becomes with the path length 

ratio of 1/1 being the inflection point, and, in particular, path length ratio of 1/6 or lower 

shows weak correlation while that of 9/1 or higher indicates strong correlation. 

In the future, we will extend our work into real networks to verify the results and to further 

refine our analysis. We will also apply our results to the design of algorithms for RTT 

measurement and estimation and for the deployment or selection of measurement nodes for 

RTT measurement to further our research on network measurement. 
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