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Abstract 

The application of navigation radar onboard a battleship, in particular in 

KOARMATIM Patrol Ship Unit, as a long range detecting device is notably vital. It is an 

absolute necessity for a battleship executing operation, so that the readiness of navigation 

radar will highly affect the execution of operational duties of those elements. Therefore, it 

will take a well planned maintenance management in repairing or eliminating failure to 

keep the system performance from falling. Failure Mode Effect and Criticality Analysis 

(FMECA) is the method used in identifying and analyzing all potential failure modes of 

various parts of the system, the effect of failure to the system, and how to avoid failure or 

reduce the impact of the failure to the system. This paper presents an application of 

FMECA model in defining critical component of JRC JMA 5310 Navigation Radar. This 

FMECA model generates Risk Priority Number (RPN) that will be used in defining 

critical components. The RPN value of each component is analyzed using Risk Matrix, 

which produces seven components regarded as critical out of twenty seven identified 

components, namely Modulator, Power Supply Scanner, Diode Limiter, Magnetron, 

Receiver, Motor, and Circulator. Modulator component has the highest RPN value of 

24180 while Plotter Control Circuit component has the lowest RPN value of 3289. In 

setting the interval time for changing critical components, Reliability and Cost Benefit 

Ratio (CBR) approach is employed. The results show that Diode Limiter achieved the 

fastest changing time, namely 152 days, while the components with the longest changing 

time are Motor and Circulator with 458 days. The CBR value of all critical components 

are less than 1 (CBR<1) which shows that the recommended changing cost is efficient. 

Diode Limiter component has the most efficient CBR value, namely 0.57572. The 

sensitivity analysis found that Reliability R(t) variable has a big impact in alteration of 

defining critical component changing interval time, which supports β (slope), Ƴ 

(location), and Ƞ (scale) parameter. The β parameter has more effect to alteration of 

Reliability R(t) value. 

 

Keywords: FMECA; Risk priority number; Reliability; Changing time interval; Cost 

benefit ratio 

 

1. Introduction 

The KOARMATIM (Eastern Fleet Command) patrol ship unit is the supervisory 

operating command with the main function of executing supervision of the combat force 

and skill of its organic elements in line with its basic function, namely in anti-surface ship 

and anti-air war field in order to improve the combat skill of the Indonesian Navy of 

eastern territory. One of its functions is setting and controlling the plan and program in 
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maintenance, which is executed by the ship in the unit comply to planned maintenance 

system cycle in order to improve technical readiness of the elements comply to the plan 

and program of KOARMATIM, including maintenance of navigating devices such as 

navigation radar.  

The utilization of navigation radar in a KRI (Indonesian battleship), in KOARMATIM 

patrol ship unit in particular, is very vital as a long range detecting device in navigation. It 

is an absolute necessity during an operation; thus the readiness of navigation radar will 

have great impact on the execution of operational duties of those elements. Frequently, 

when the elements are about to execute their operational duties, they face problem with 

their navigation radar readiness, which will affect the whole preparation of the ship. To 

prevent this condition from happening, an accurate step must be taken to keep the system 

performance from falling.  

Four JRC JMA 5310 navigation radars in the SATROLARMATIM (Eastern Fleet 

Patrol Unit) in KRI are distributed among four ships, namely KRI Sura-802, KRI Kakap-

811, KRI Kerapu-812 and KRI Tongkol-813 (see Table 1).  

Table 1. Usage of Navigation Radar in SATROLARMATIM 

No Name of KRI Navigation Radar 

Radar I Radar II 

Type Age 

(Year) 

Type Age (Year) 

1 KRI Pandrong – 

801 
JRC JMA 5322-7 2 JRC JMA 5320 3 

2 KRI Sura – 802 Sperry Marine V 

Master 

3 JRC JMA 5310 8 

3 KRI Kakap – 811 JRC JMA 5322-7 2 JRC JMA 5310 7 

4 KRI Kerapu – 812 JRC JMA 5322-7 3 JRC JMA 5310 7 

5 KRI Tongkol – 813 JRC JMA 5322-7 2 JRC JMA 5310 8 

6 KRI Badau – 841  KH Manta Digital 

1007 

3 JRC JMA 2343 3 

7 KRI Salawaku – 

842 
KH Manta Digital 

1007 

3 JRC JMA 2343 3 

8 KRI Pari – 849 Sperry Marine V 

Master 

2 JRC JMA 2300 2 

9 KRI Sidat – 851 Sperry Marine V 

Master 

1 JRC JMA 2300 1 

 

These four navigation radars have reached 7.5 years of usage with more than 10,000 

operating hours, which urges more frequent inspection of their technical condition. 

O’Connor (2001) defines inspection as an action aiming at avoiding the system from 

sudden breakdown and discovering whether it works well in compliance with its function. 

Judging from the condition of the JRC JMA 5310 Radar onboard KRI 

SATROLARMATIM, it is essential to have a correct maintenance plan for repair 

priorities, whether for avoiding various kinds of failure or to predict and discover an easy 

way to avoid failure. It is not an easy task to define the correct step to avoid failure. This 

step combines technical requirements with management strategy [1,2]. The transpired 

component failure is studied to discover the solution that must be taken, complying with 

the form of failure and the effect and cost to the entire system. Information data of the 

failure helps personnel in defining the correct repair and different priorities for every 

failed component. 

Herry in [3] proposes application of Fuzzy and TOPSIS method of FMEA to define 

critical component and repair priorities of various selected alternatives for component 

failures applied to Sperry Marine Navigation Radar system with the expectation of 

improving the ship operational performance by applying this method. The research does 
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not consider setting of time interval for changing critical component and the optimum 

cost for maintenance. Budget often becomes the cause for a more technical order manual 

oriented maintenance so far, and less consideration of expiration date of a component, or 

in other word, while it lasts, a component will still be used. Therefore, in its turn will end 

in high penalty cost if continuously applied and causes high budget. 

This research proposes Failure Mode Effects and Criticality Analysis (FMECA) model 

in setting time interval for changing critical components of JRC JMA 5310 Navigation 

Radar with the consideration of optimizing maintenance cost in improving its reliability 

value [4-11]. Rausand [12] and Hoyland and Raussand [13] clarify FMECA as a 

methodology to identify and analyze all modes of potential failure of various parts of the 

system, the effect of this failure to the system, how to avoid failure and or eliminate the 

impact of the failure to the system. 

The rest of this paper is organized as follow: Section 2 describes the theoretical 

background. Section 3 describes the proposed method. Section 4 describes obtained 

results and following by discussion. Finally, section 5 concludes this work. 

 

2. Theoretical Background 
 

2.1. Radio Detection and Ranging  

Eaves (1987) [14] clarifies that the term radar derives from a code used by the United 

States Navy in 1940 during the World War II, which is the shortened of radio detection 

and ranging. It is an active long range detecting system, providing its own illumination 

source. Radio wave is transmitted as a high energy pulse from microwave energy. The 

pulse interacts with atmosphere and target. The portion of the energy is retransmitted, 

received by the target and then the intensity and delay time between transmission and 

returning signal is measured. Radar signal is displayed in Plan Position Indicator (PPI) or 

other radar system display. A PPI has a rotation vector with radar at the source, which 

identifies the direction of antenna and target initial degree. 

Since its initial discovery by Sir Robert Watson Watt i.e. the Father of Radar in 1932, 

radar has gone through rapid development in its technology [15]. The development is 

aimed at improving the effectiveness of its usage and adding efficiency to its application 

and maintenance and improving reliability of its system. As an illustration, the first Radar 

can only pick up a target and show the sector of the target location (See Figure 1). 

Modern generation Radar can pick up target by determining the target coordinate, height, 

distance, speed, and other benefitting information accurately. In the era of globalization, 

the role and function of Radar in daily life is vital, indicated from the urgency of the life 

of civil society and military interest supported by Radar devices. 

 

 

 

 

 

 

 

 

 

 

  

Figure 1.  Block Diagram of Radar Working Principle [16] 
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2.2. Failure Modes Effects and Criticality Analysis (FMECA) 

The FMECA [17-19] is initially developed by National Aeronautics and Space 

Administration (NASA) with the intention of improving and verifying the reliability of 

the Hardware of MIL-STD-785 space program entitled Reliability Program for System 

and Equipment Development and Production which specifies the procedure for applying 

FMECA on devices or system. Meanwhile, MIL-STD-1629 is a military standard that sets 

requirements and procedures for executing FMECA to evaluate and document potential 

impact of each functional or hardware failure to the success of mission, safety of 

personnel and system, and maintenance and performance of the system. Rausand [12] 

defines FMECA as a methodology in identifying and analyzing: 

a. All modes of potential failure of various parts of the system 

b. The effect of the failure to the system 

c. How to avoid failure or eliminating the impact of failure to the system. 

The procedure for Failure Modes Effects and Criticality Analysis (FMECA) in the 

outline can include several systematic steps [20,21], namely: 

a. Identifying all potential failure modes and their causes. 

b. Evaluating the effect of each failure modes in the system. 

c. Identifying method in detecting broke down/failure. 

d. Identifying corrective measure for failure modes. 

e. Accessing frequency and urgency level of important failure for critical analysis 

which is applicable. 

Meanwhile, Zafiropoulos and Dialynas [22] propose basic steps in conventional 

FMECA, namely: 

a. Defining system, including identification of internal and interface function, expected 

performance in various levels of complexity, system restriction, and definition of 

failure. 

b. Conducting functional analysis which illustrates related operation activity and 

functional entity dependence. 

c. Identifying failure mode and its effect, all potential failure modes of identified item 

and interface and its impact to direct function, item and system must be clearly 

defined. 

d. Setting severity rating (S) of failure mode which refers to the seriousness of effect of 

failure mode. 

e. Setting occurrence rating (O) of the frequency of failure mode occurrence and 

analyzing failure mode criticality. With the assumption that system components are 

inclined to fail in various ways, this information is used to picture the most critical 

aspect of system design. 

f. Setting Detection Rating (D) of design control criteria of failure mode occurrence. 

g. Setting Risk Priority Number (RPN) which is the result of multiplication of Severity, 

Occurrence and Detection weights. This result can define critical component. 

 

                                       RPN = Severity (S) × Occurrence (O) × Detection (D) 

 

Some experts believe that S, O and D factors are not easy to be evaluated accurately. The 

evaluation attempt is conducted linguistically [23] (See Tables 2, 3 and 4). 
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Table 2. Severity Index 

Rating Effect Severity Effect 

10 

 

9 

 

8 

 

7 

6 

5 

4 

3 

2 

1 

Hazardous without warning (HWOW) 

 

Hazardous with warning (HWW) 

 

Very High (VH) 

 

High (H) 

Moderate (M) 

Low (L) 

Very Low (VL) 

Minor (MR) 

Very Minor (VMR) 

None (N) 

Very high level of exploit when potential failure mode affect 

system safety without warning 

Very high level of exploit when potential failure mode affect 

system safety with a warning 

System is dysfunctional, failure causing breakdown/failure 

without safety damage 

System cannot operate, with damage to device 

System cannot operate, with moderate failure 

System cannot operate, without failure 

System can operate, with significant drop of performance  

System can operate, with some drops of performance  

System can operate, with minor interruption 

No effect 

 

Table 3. Occurrence Index 

Rating Probability of occurrence Failure probability 

10 

 

 

9 

8 

7 

 

6 

5 

4 

 

3 

2 

1 

Very High (VH) : Failure  

almost unavoidable 

 

 

High (H) : Repeated failure 

 

 

 

Moderate (M) : Occasional 

failure 

 

 

Low (L) : Relatively low  

failure 

> 1 in 2 

 

 

1 in 3 

1 in 8 

1 in 20 

 

1 in 80 

1 in 400 

1 in 8000 

 

1 in 15000 

1 in 150000 

< 1 in 150000 

 

                                                                                                         

Table 4. Detection Index 

Rating Detection Probability of Detection by controller 

10 

9 

 

8 

 

7 

 

6 

 

5 

 

4 

 

3 

 

Absolute Uncertainly(AU) 

Very remote (VR) 

 

Remote (R) 

 

Very Low (VL) 

 

Low (L) 

 

Moderate (M) 

 

Moderately High (MH) 

 

High (H) 

 

Controller cannot detect the cause of failure and next failure mode. 

Very remote capacity of controller to detect cause of failure and next 

failure mode. 

Remote capacity of controller to detect cause of failure and next 

failure mode. 

Very low capacity of controller to detect cause of failure and next 

failure mode. 

Low capacity of controller to detect cause of failure and next failure 

mode. 

Moderate capacity of controller to detect cause of failure and next 

failure mode. 

Moderately high capacity of controller to detect cause of failure and 

next failure mode. 

High capacity of controller to detect cause of failure and next failure 

mode. 
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2 

 

1 

 

Very High (VH) 

 

Almost Certain (AC) 

Very high capacity of controller to detect cause of failure and next 

failure mode. 

Almost certain capacity of controller to detect cause of failure and 

next failure mode. 

                                                                                                                       
2.3. Probability Distributions 

 

2.3.1. Weibull Distribution 

Weibull distribution has been used widely in reliability analysis, mainly in measuring 

components’ life. This form of distribution is also one of the distributions most often used 

in reliability engineering field since it has the capacity to model different and high 

number of data with β shape parameter value setting. Jardine in [24] believes that Weibull 

Distribution can be presented in two or three forms of parameter. The PDF function of the 

three parameter of Weibull Distribution is stated as: 

 

0

1
( ) ( )

( )

t

MRL t MTTF R t dt
R t

 
  

 


              (1)  

 

where   = form parameter,     , Ƞ = scale parameter, Ƞ   , and   = location 

parameter,     time of first failure. Reliability function of Weibull distribution can be 

stated as: 

 
1

( )

t
t

f t e


 

 

 

  
 
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  
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   (2)  

 

Reliability function of Weibull distribution can be stated as: 

 

( )

t

R t e






 
 
      (3) 

 

Failure rate can be stated as: 

 
1

( )
t

t


 


 



 
  

 

   (4) 

 

If   = 0, then Weibull distribution has two parameter. If     , then PDF at t =   the 

size of PDF equals to zero, similarly failure rate equals to zero. Hence, according to 

equation (1) for PDF, equation (2) for R(t) and equation (3) for λ(t), the reliability value 

R(t) = 1. The bigger value of a component ƞ, the smaller the probability of failure of the 

component (Refer to equation (4). If the ƞ value of component A bigger than component 

B, then the faster reliability value of component B drop compare to component A. 
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2.3.2. Exponential Distribution 

Exponential distribution is widely used in reliability engineering since this distribution 

can represent distribution of failure time of a component/system phenomenon. Alkaff in 

[25] founds that compact function of exponential distribution can be stated in the 

following equation: 

 

( ) tf t e     ; t > 0, λ > 0.    (5)  

 

The cumulative distribution function is given as: 

 

( ) 1 tF t e   .      (6)                                                             

 

where t  = time and λ = constant failure rate. Thus, the reliability function is given as:   

 

( ) 1 ( ) tR t F t e    .     (7)                   

 

Failure rate is given as:    

 
( )

( )
R( )

f T
t

t
        (8) 

 

0

1
( )MTTF R t dt





 
.     (9)      

    

2.3.3. Normal Distribution 

Jardine [24] finds that normal distribution (Gaussian) is useful in depicting the effect of 

added time when it can specify time between failures in relation to uncertainties; normal 

distribution has the following formula: 

 

 
2

2

1
( ) exp

22

t
f t



 

  
  

  

 , for -∞ ≤ t ≤ ∞,            (10) 

 

where   is the standard deviation of T random variable and   is the means of T random 

variable. Therefore, the cumulative distribution function is given as: 

 

 
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2

1
( ) exp
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t
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
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                    (11) 

 

Reliability function of normal distribution is given as: 

 

 
2

2

1
( ) exp

22t

t
R t dt



 
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           (12)                               

 

Failure rate of normal distribution can be collected by using the equation as follow: 
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 
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          (13) 

3. Research Method 
 

3.1. FMECA Model in Setting Critical Components 

The steps of Failure Mode Effects and Criticality Analysis (FMECA) model clarified 

complying with flowchart of the research, are as follows: 

a. Identifying JRC JMA 5310 Radar system, including identification of internal and 

interface function, performance expected in various levels of complexity, system 

restriction, and definition of failure. 

b. Identifying potential failure mode, all potential failure modes of item and interface 

are identified, and their effects to direct function, item and system must be clearly 

defined. 

c. Setting severity rating (S) of failure mode, referring to the seriousness of the impact 

or effect of failure mode. 

d. Setting occurrence rating (O) of the frequency of failure mode and analysis of failure 

mode criticality. With the assumption that system component is inclined to suffer 

failure in various ways, this information is used to picture the most critical aspect of 

system design.  

e. Setting detection rating (D) of design control criteria of failure mode. 

f. Calculating Risk Priority Number (RPN) to identify setting of critical component of 

JRC JMA 5310 Radar. 

 

                                      RPN = Severity (S)  Occurrence (O)  Detection (D) 

 

g. Cumulative results of components with the highest RPN value are selected as 

candidate for critical component. 

3.2. Risk Matrix 

The next step is conducting analysis of criticality of components using risk matrix 

complying with the set criteria. The end results are items included in “high” rating of risk 

based on risk matrix. All the results of FMECA model and risk matrix analysis will be 

presented in FMECA Worksheet form. Tables 5, 6, 7 and 8 show the categories of failure 

based on their impact level to the system or personnel. 

Table 5. Severity of Consequences 

Severity of Consequences 

Category Definition 

Catastrophic (I) Causing  system shutdown 

Critical (II) System   cannot function as set 

Marginal (III) System   has performance function drop  

Negligible (IV) System  can  function with minimum risk 
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Table 6. Severity of Frequency 

Severity of Frequency 

Occurrence 

Frequency 

Definition 

Qualitative Quantitative 

 Frequent  Often Happen  1  10
-3

 hours 

 Probable  High Probability of Happening  1  10
-4

 hours 

 Occasional  Occasionally Happen  1  10
-5

 hours 

 Remote  Remotely Happen  1  10
-6

 hours 

 Improbable  Improbable to Happen < 1  10
-7 

hours 

Table 7. Risk Matrix 

Frequency Frequent Probable Occasional Remote Improbable 

Catastrophic 1 2 4 8 12 

(I) High High High Moderate Moderate 

Critical 3 5 6 10 15 

(II) High High Moderate Acceptable Acceptable 

Marginal 7 9 11 14 17 

(III) Moderate Moderate Acceptable Acceptable Acceptable 

Negligible 13 16 18 19 20 

(IV) Acceptable Acceptable Acceptable Acceptable Acceptable 

Table 8. Rating of Risk 

Rating Definition 

 High Need repair to eliminate danger  

 Medium Need review of risk acceptability 

Acceptable Acceptable risk reviewed as ripe design 

3.3. Model for Setting Time Interval for Changing Critical Component 

From the data of reliability and MBTF values collected, optimum interval for component 

changing can be set using excel program. Flowchart of change time interval calculation 

can be seen in Figure 2. 
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Figure 2. Flowchart of Setting Model of Time Interval for Critical Component 
Change 

 

  

 Reliability value during optimum 
change interval   0,95 

     End 

No 

Yes 

Calculate change  
cost prior to  
failure (CBF) 

Calculate change  
cost after  

failure (CAF) 

Calculate Cost-Benefit Ratio (CBR) 

Set repair time 
prior to failure  (tBF) 

Set repair time 

after failure  (tAF) 

Set worker cost 
in normal condition (CPN) 

Set worker cost in 
emergency condition (CPE) 

Calculate breakdown cost 
(CBD) 

TTF 

Start 

Set MTBF 

       Set Critical Component 
using FMECA Model 

 

Set Component   
Cost (CK) 

Vary Proposed Change 
Interval 

Penggantian yang diajukan 
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3.4. Cost Benefit Ratio (CBR) Model for Component Changing 

Cost Benefit Ratio (CBR) lower than 1 (CBR < 1) means the activity is beneficial, or in 

other word Benefit should be greater than Cost. As an illustration, when change is 

conducted prior to failure, the benefit collected will be maximum and cost can be pressed, 

which is of course beneficial. To generate change cost for each component, Satria in [26] 

proposes the following equation: 

 

 

          
 ( ) ,   (       )- [(   ( )) *   (       ) (       )+]

   (       ) (       )
                              

(14) 

 

where: 

CBR :  Cost Benefit Ratio 

CK :  Component cost 

R(T) :  Reliability 

1- R(T) :  Probability of failure  

tBF  :  Repair time prior to failure 

tAF  :  Repair time after failure  

CPN  :  Worker cost in normal/planned condition 

CPE  :  Worker cost in emergency condition 

CBD :  Cost during breakdown 

 

4. Data Collecting and Processing 
 

4.1. FMECA Questionnaire Result Data Calculation 

Questionnaire data is collected employing a selected concept unseparated from 

FMECA terminology containing identification of component failure mode and 

identification of risk assessment criteria of component failure mode. Expert sources for 

this questionnaire are Head of Electronic Workshop of Fasharkan Lantamal V, Kasihar 

Sewaco Satrolarmatim [27], Head of Electronic Department of KRI Sura-802 and 

Technical Director of PT Jala Purangga Sena. Furthermore, data resulted from 

questionnaire is extracted to collect the severity, occurrence and detection rating of each 

component collected by the experts. From these values of severity, occurrence, and 

detection, RPN value of the component can be calculated. The RPN values of all 

components are then sorted from highest to lowest to produce ranking/priority of 

component criticality level. Recapitulation and ranking of RPN value calculation results is 

presented in Table 9 below:  

Table 9. Risk Priority Number (RPN) Value 

No Component RPN Ranking 

1 Modulator (K1) 24180 1 

2 Power Supply Scanner (K9) 23040 2 

3 Diode Limiter (K8) 20280 3 

4 Magnetron (K6) 16800 4 

5 Receiver (K2) 15950 5 

6 Motor (K3) 13500 6 

7 Radar Processor (K10) 11648 7 

8 Circulator (K7) 11220 8 

9 Rotary Joint (K4) 8602 9 
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10 Track Ball (K22) 7524 10 

11 Power Supply CPU (K18) 7500 11 

12 Transformer (K23) 7475 12 

13 Monitor Fan (K20) 7452 13 

14 Bridge Diode (K24) 7140 14 

15 Keyboard Matrix (K21) 7106 15 

16 Condensate (K25) 6804 16 

17 Radiator / Antenna (K5) 6336 17 

18 LCD Monitor (K19) 6072 18 

19 I/F Chassis (K16) 5750 19 

20 Filter (K26) 5187 20 

21 Terminal Board (K12) 4840 21 

22 NSK Circuit (K13) 4620 22 

23 ARPA (K11) 4488 23 

24 I/O Circuit (K15) 4095 24 

25 AIS Interface (K17) 3822 25 

26 UPS (K27) 3640 26 

27 Plotter Control Circuit (K14) 3289 27 

 

4.2. Setting Critical Components 

The data collected from the analysis of severity of consequence and severity of 

frequency of each component above are then processed in risk matrix to clarify 

component rating of risk complying with the criteria set in Table 10 with the combination 

of failure consequence level and potential occurrence frequency level. Components 

regarded as “catastrophic” or “critical” in severity of consequence are not necessarily 

included in the classification of critical component intended here. In a similar way, 

component with very high failure frequency (probable) cannot be surely included in 

critical component category. Critical components intended in this paper are component 

with “high” rating of risk category based on the result of analysis in FMECA method. 

This is due to the higher mean of occurrence frequency level and failure impact 

seriousness level of the components with high risk level compared to other components 

classified in “moderate” and “acceptable” rating of risk category. The results of risk 

matrix analysis of each component are presented in Table 10 below.   

Table 10. Component Rating of Risk  

No Component Rating of Risk 

1 Modulator (K1) High 

2 Power Supply Scanner (K9) High 

3 Diode Limiter (K8) High 

4 Magnetron (K6) High 

5 Receiver (K2) High 

6 Motor (K3) High 

7 Radar Processor (K10) Moderate 

8 Circulator (K7) High 

9 Rotary Joint (K4) Acceptable 

10 Track Ball (K22) Acceptable 

11 Power Supply CPU (K18) Acceptable 

12 Transformer (K23) Acceptable 

13 Monitor Fan (K20) Acceptable 

14 Bridge Diode (K24) Acceptable 

15 Keyboard Matrix (K21) Acceptable 
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16 condensate (K25) Acceptable 

17 Radiator / Antenna (K5) Acceptable 

18 LCD Monitor (K19) Acceptable 

19 I/F Chassis (K16) Acceptable 

20 Filter (K26) Acceptable 

21 Terminal Board (K12) Acceptable 

22 NSK Circuit (K13) Acceptable 

23 ARPA (K11) Acceptable 

24 I/O Circuit (K15) Acceptable 

25 AIS Interface (K17) Acceptable 

26 UPS (K27) Acceptable 

27 Plotter Control Circuit 

(K14) 
Acceptable 

 

Critical component with high risk and RPN out of the 27 components analyzed 

based on rating of risk can be seen in Table 11 below: 

Table 11. Critical Component 

No Component Category Risk Matrix RPN 

1 Modulator Critical Probable High 24180 

2 Power Supply Scanner  Catastrophic Probable High 23040 

3 Diode Limiter  Critical Probable High 20280 

4 Magnetron  Critical Probable High 16800 

5 Receiver  Catastrophic Occasional High 15950 

6 Motor  Catastrophic Occasional High 13500 

7 Circulator Critical Probable High 11220 

 

5. Result and Discussion 
 

5.1. Analysis of Reliability Value Prior to Interval Changing 

Prior to calculation of time interval for component change to adjust reliability value to 

what expected, calculation of reliability value prior to change is conducted (See Table 

12).   

Table 12. Value of Component Reliability Prior to Change 

No Component MTBF (Day) Reliability 

1 Modulator 274 0.537901 

2 Power Supply Scanner  273 0.551594 

3 Diode Limiter  162 0.486821 

4 Magnetron  177 0.482604 

5 Receiver  166 0.499164 

6 Motor  464 0.442824 

7 Circulator 463 0.433815 

 
The results of the calculation presented in Table 12 above show that power supply 

scanner component has a high reliability value of 0.551594 which does not meet the 

target, namely above 0.95 in accordance to minimum setting of instrumentation part. 

Meanwhile, component with the lowest reliability value is circulator component with 

0.433815. From the component reliability value data above, it can be seen that a correct 

time interval setting is required so that the reliability value of the component can be 

improved as intended. 
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5.2. Analysis of Reliability Value after Interval Changing  

After calculation of changing time interval setting is conducted, new reliability value is 

collected. This calculation inserts variation of changing time interval and is calculated 

using parameter table of confirmed distribution result (Weibull 3). The reliability 

minimum limit required for operational of a component is 0.95. Table 13 below shows the 

results of calculation of changing time interval setting for critical component.  

Table 13. Value of Component Reliability after Change 

No Component 
MTBF 

(Day) 

Change Time 

Interval (Day) 
Reliability 

1 Modulator 274 234 0.953037 

2 Power Supply Scanner  273 232 0.951484 

3 Diode Limiter  162 152 0.958165 

4 Magnetron  177 157 0.957328 

5   Receiver  166 157 0.952719 

6   Motor  464 458 0.980802 

7   Circulator 463 458 0.970894 

 
The result of calculation shown in Table 13 above shows that the reliability level of all 

components has met the target, namely above 0.95, which is appropriate to minimum limit 

of instrumentation part. Diode limiter component has the fastest changing time, namely 

152 days, while component with the longest changing time, namely 458 days, are motor 

and circulator. 

 

5.3. Analysis of Component Changing Cost 

Previous chapters have discussed the cost for component changing prior to and after 

failure. The data resulted from the calculation of component changing cost after failure, 

when applying method for component changing, complying with the time interval 

proposed/recommended for every critical component, the cost will become beneficial for 

saving maintenance budget for JRC JMA 5310 Radar.    

Perceiving whether critical component changing is effective from cost aspect can be 

clarified by calculating Cost Benefit Ratio (CBR). Table 5.3 below shows CBR 

calculation of critical component changing process: 

Table 14. Cost Benefit Ratio (CBR) 

No 
Component 

Name 

Time Interval  

for Change 

 (Day) 

Total Change 

Cost 

(IDR) 

Benefit When Following 

Recommendation 

(IDR) 

CBR 

1 Modulator 234 28,746,431 33,240,000 0.86481 

2 Power Supply Scanner 232 25,403,755 29,890,000 0.84991 

3 Diode Limiter 152 4,479,121 7,780,000 0.57572 

4 Magnetron 157 7,037,051 8,990,000 0.78276 

5 Receiver 157 24,826,501 27,980,000 0.88729 

6 Motor 458 29,127,711 34,375,000 0.84735 

7 Circulator 458 6,196,341 9,410,000 0.65848 

 
Table 14 above elaborates that the result of every critical component changing is 

effective from cost aspect, such is shown from CBR value of every critical component, 

namely less than 1 (CBR < 1). 
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5.4. Sensitivity Analysis 

The R(t) reliability is the variable that can directly affect the setting of time interval for 

changing critical component, which includes changing time interval (tp), β parameter 

(slope), Ƴ parameter (location), Ƞ parameter (scale) variables. Meanwhile, for component 

cost variable, repair cost and repair time are standard variable with relatively constant 

values so that the variable does not significantly affect alteration of the model used. 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 3. Graphic of Modulator Component tp and R(t) Relation 

The result of graphic analysis in Figure 3 above shows that component reliability value 

will alter in contrast to changing time interval, the higher the change time interval 

(operational time), the lower the component reliability value. 

 

 

 

 

 

 

 

 

 

 

 
 

Figure 4. Graphic of Modulator Component R(t) Value Comparison if 
Parameters β, Ƴ, and Ƞ are Increased 

 

Figure 4 above shows graphic for reliability value comparison for modulator 

component. The R(t) 1, R(t) 2 and R(t) 3 are Reliability values if β, Ƴ, Ƞ parameter are 

raised. It can be seen that R(t) 1 ascends more significantly compared to R(t) 2 and R(t) 3, 

which signifies that β parameter has more effect to the alteration of Reliability R(t) value. 
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Figure 5. Graphic of modulator component R(t) value comparison if 

parameters β, Ƴ, Ƞ are lowered 
 

Figure 5 above shows the graphic for Reliability value comparison on modulator 

component when β, Ƴ, Ƞ are lowered. It can be seen that R(t) 1 descends more 

significantly compared to R(t) 2 and R(t) 3, which also signifies that β parameter has more 

impact to the change of Reliability R(t) value.   

 

5.5. Discussion 

From the analysis and discussion in previous sections, it can be concluded that: 

 Using Failure Mode Effect and Criticality Analysis (FMECA) model, it is found 

that by calculating Risk Priority Number (RPN) and Risk Matrix of 27 

components, 7 components have the highest RPN and Risk Matrix values, namely 

modulator, power supply scanner, Diode limiter, magnetron, receiver, motor, and 

circulator components. Modulator component has the highest RPN value of 24180 

while Plotter Control Circuit the lowest value of 3289.  

 The calculation of time interval setting for changing all critical components 

generates the result that the fastest component changing time interval is for diode 

limiter, namely 152 days, while components with the longest changing time 

interval are motor and circulator components, namely 458 days. The results for 

other components are as follows, modulator 234 days, power supply scanner 232 

days, magnetron and receiver 157 days. 

 The result of the analysis shows that component changing cost can be concluded as 

efficient, where Cost Benefit Ratio (CBR) is less than 1 (CBR < 1). The CBR 

values of each critical component are as follows: modulator 0.86481, power supply 

scanner 0.84991, diode limiter 0.57572, magnetron 0.78276, receiver 0.88729, 

motor 0.84735 and circulator 0.65848. 

 Sensitivity test shows that Reliability R(t) variable has high impact to the change 

of critical component changing time interval setting, which includes β parameter 

(slope), Ƴ parameter (location), and Ƞ parameter (scale).  

6. Conclusion and Suggestion 

This paper has presented an application of FMECA model in defining critical 

component of JRC JMA 5310 Navigation Radar. The proposed FMECA model generates 

Risk Priority Number (RPN) that will be used in defining critical components. The 

obtained RPN value of each component is analyzed using Risk Matrix, which produces 

seven components regarded as critical out of twenty seven identified components, namely 



International Journal of Future Generation Communication and Networking 

Vol.10, No.8 (2017) 

 

 

Copyright ⓒ 2017 SERSC Australia      87 

Modulator, Power Supply Scanner, Diode Limiter, Magnetron, Receiver, Motor, and 

Circulator. From the attempts conducted in this research, it is suggested that: (1) There 

must be a follow up of the research results so that the method for setting time interval for 

component changing can contribute to the attempt to maintain JRC JMA 5310 Navigation 

Radar [28]; (2) Maintenance method, in particular for JRC JMA 5310 Navigation Radar, 

conducted thus far must be evaluated so that its operational readiness can support the 

main task of the Indonesian Navy, namely guarding the integrity of Indonesian maritime; 

(3) Journal of failures must be better documented, complying with operational hour to 

make it easier to set repair priorities to be conducted. 
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